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Abstract. This paper aims to analyse protection rules enacted at the European level to protect consumers (information duties, formal requirements, right of withdrawal, guarantees), in order to determine if they apply to digital contents and, if so, if these legal measures are adapted to their specific features. Propositions are also formulated to amend current legal framework and to correct any defects. The study will rely principally on a deep analysis of the consumer’s weak position, in order to ensure a closer correlation between the objectives of the regulations and the enacted rules.

1 Introduction

Consumers are more and more recipients of digital content services. Among others, the following examples can be cited: free software used online without downloading (e.g. for the edition of documents – Software-as-a-Service); movies watched by streaming or downloaded and recorded on a DVD by the consumer; ringtones downloaded by a consumer under the age of 18 with his mobile phone using electronic money (ringtone as well as electronic money could be considered as virtual goods); cloud gaming; clothes purchased on Second Life for an avatar, etc. It must be stressed that, if various services can be considered to be digital services or even as virtual goods, many features can be pointed out to distinguish them from other types of services: the means of access or provision (software provided on a physical medium like a CD-ROM, downloaded and recorded on the consumer’s computer or executed online through cloud computing services – SaaS, etc.), the business model on which providers and consumers rely (services provided against payment or financed by advertising) or the parties involved (consumers, professional suppliers, children under the age of 18, intermediaries, peer-to-peer platforms).

From a legal point of view, the provision of digital services is a very interesting case study, at the crossroads of several branches of Law, such as Contract Law, Consumer Law, Liability Law, Privacy Law (if personal data are collected),

International Private Law (if each party is located in a distinct country) or Intellectual Property Law (copyright protection and DRM measures). This last is very important: most digital services are protected by copyright and this aspect cannot be ignored.

This paper cannot bring answers to all the numerous issues related to these branches. Instead, it will only focus on consumer protection (B2C and C2C relationships), given the hypothesis of a contract regarding digital services concluded and performed online. Taking into account the international scope of the conference, this paper will focus on the European legal framework. In the specific matter of consumer protection, such analysis is particularly recommended given that many directives have been enacted towards this end.

The paper will be divided into two parts. First, a short overview of the European legal framework protecting consumers will be presented. The objectives of the rules will be explained and, taking into account their scope, their application to digital services will be discussed. In the second part of the paper, key consumer protection measures will be analyzed: information duties, formal requirements, right of withdrawal, prohibition of unfair contract terms and unfair commercial practices, guarantees, etc. The question is to establish whether these rules apply (or should apply) to digital content, if new protection measures should be established or if the legal framework should be simplified (and some regulations removed). In this context, specific issues will also have to be addressed, such as consumers that are legal minors (acquiring ringtones or videogames) or the technical limits of mobile commerce (to fulfil the service provider’s duty to provide information).

2 Main objectives and scope of current legal framework protecting consumers

Many European directives are dedicated to consumer protection: they deal with unfair contract terms, unfair commercial practices, sale of consumer goods and associated guarantees, etc. Some legislative interventions are in particular ded-

icated to contracts concluded at a distance – directive 97/7/EC on distance contracts\(^6\) – and by electronic means – directive 2000/31/EC on electronic commerce\(^7\). Recently (8 October 2008), a proposal for a directive on consumer rights has been adopted by the European Commission\(^8\); it merges four existing EU consumer directives – in particular directive 97/7/EC on distance contracts, directive 93/13/EEC on unfair contract terms and directive 1999/44/EC on sales of consumer goods.

Before determining whether digital services fall within the scope of these directives and analyzing the protection that they provide, it is very important to understand the reasons why European legislators decided to adopt them and establish a specific legal framework. Indeed, it must be stressed that, both in the qualification process (see section 2) and in the study of protection measures (see section 3 below), a functional analysis will be done to take into account this element.

In these directives, the *ratio legis* (that is, the reason of the law) for the protection measures lies specifically in the weak position of a consumer entering into a relationship with a supplier, a seller or a trader (acting in their commercial or professional capacity)\(^9\). European Legislator supposes that consumers mainly suffer from a lack of knowledge as regards legal or factual data related to the agreements and do not have the same bargaining power as the other party to the contract.

To ensure a high level of protection for consumers, protection rules (analyzed in section 3 below) have been enacted: right of withdrawal, information duties, formal requirements, prohibition of unfair contract terms or unfair commercial

---


\(^{8}\) COM (2008), 614 Final.

practices and conformity requirements and guarantees. The main objectives are to ensure informed consent and to prevent any potential fraud or abuse of the consumer’s inherently weaker position, before the conclusion of, at the moment of or during the performance of the contract.

In order to analyze in depth the specific weakness of consumers, several features need to be taken into account: (2.1) the object of the contract; (2.2) the purposes (in/outside trade, business or profession) which for each party is entering into contract and (2.3) the method used to conclude the contract. It must be stressed that, in general, these features also determine the scope of application of the directives.

2.1 Object of the contract

In order to analyze the origin of the weak position of consumers with reference to the nature and the object of a contract (in our case study, provision of digital content), the scope of the abovementioned directives, related to the subject matter covered, will be analyzed (it is usually called the scope “ratione materiae”). A distinction can be made between two groups of directives whether or not their application to digital services is controversial.

a) Non controversial directives which apply to digital content

The subject matter covered by the scope of directives on unfair contract terms\textsuperscript{10} (93/13/EEC), on unfair commercial practices\textsuperscript{11} (2005/29/EC) and on electronic commerce\textsuperscript{12} (2000/31/EC) does not constitute an obstacle to the application of protection rules to digital services. From a general point of view, many features of the consumer’s weak position are similar, regardless of the type of contract (sale, loan, rental, brokerage, etc.) or its object (goods or services, including real-estate, rights and obligations). It is clear that with regard to this area, the scope of these directives is defined widely. This means that neither the kind of contract nor its object is considered to be a direct cause of the consumer’s disadvantage.

\textsuperscript{10} The scope of the directive on unfair contract terms is not limited \textit{ratione materiae}.
\textsuperscript{11} Directive on unfair commercial practices applies to “products”, i.e. “any goods or service including immovable property, rights and obligations” (Art. 2 (c) of the directive). Digital services can be considered as “products” in the meaning of the directive.
\textsuperscript{12} The scope of the directive on electronic commerce is much more stringent: it applies to “information society services”, i.e. “any service normally provided for remuneration, at a distance, by electronic means and at the individual request of a recipient of services” (Art. 2 (a) of the directive on electronic commerce, which refers to Art. 1 (2) of directive 98/34/EC as amended by Directive 98/48/EC). In any case, most digital services should be covered. Even if a specific price does not have to be paid to use the service (for instance, in the case of free software available online to edit SaaS documents), it is provided for remuneration, taking into account advertising incomes granted to the provider (in other words, these services clearly represent an economic activity).
The origin of this disadvantage must be found in the purpose for which each party is entering into the contract (see 2.2 below) or in the technical method used to conclude the contract (see 2.3 below). Moreover, it must also be stressed that, until now, at the European level, as far as the provision of digital content is concerned, it has not been considered necessary to provide additional specific protection rules. In the opinion of European legislator, consumers would not seem to suffer any additional disadvantage in this case. The opposite conclusion could have been drawn if protection rules applying specifically to digital services had been enacted.

b) Controversial directives which apply to digital content

As regards directive 1999/44/EC on sales of consumer goods and directive 97/7/EC on distance contacts, discussion is necessary. The question is to know whether the provision of digital services can be considered to be a “sale of consumer goods” (within the meaning of directive 1999/44/EC) and if they are “goods” or “services” (right of withdrawal regulation provided by directive 97/7/EC depends upon this distinction)\(^\text{13}\).

The directive 1999/44/EC on sales of consumer goods aims to protect consumers during the performance of the contract, in case of defect, and to grant them a guarantee. For the purpose of this directive, “consumer goods” shall mean “any tangible moveable item […]”\(^\text{14}\). Accordingly, immovable or intangible items are not covered by the directive. With reference to our study, it is necessary to determine whether digital contents can be considered as tangible or not. No definition of “tangible item” is provided in the legal provisions. Discussion usually focused on software’s inclusion in (or exclusion from) the scope of the directive. Among legal scholars, there is no unanimously accepted solution. In the opinion of some, it is a tangible item\(^\text{15}\), while others make a distinction between the software executed at a distance (for instance, through the internet), which would be intangible, and the software recorded on a physical medium (hard disk, CD-ROM, etc.), which would be tangible\(^\text{16}\). We could also ask if


\(^{14}\) Art. 1 (2)(a) of the directive.


software\footnote{Actually, this question arises mainly for standard software (on this topic, see E. Montero, Les contrats de l’informatique et de l’internet, Brussels, Larcier, 2005, p. 72 et seq.; J. Huet, “De la ‘vente’ de logiciel”, Études offertes à Pierre Catala – Le droit privé français à la fin du XXe siècle, Paris, Litec, 2001, p. 799 et seq.; M. Vivant et al., Lamy Droit de l’informatique et des réseaux, Paris, Kluwer, 2008, p. 571 et seq.; A. Lucas, J. Deveze et J. Frayssinet, Droit de l’informatique et de l’internet, Paris, P.U.F., 2001, p. 488 et seq.). Contracts on specific software, designed at the request of the customer, is not considered as a “sale”.} or any digital service – can be “sold”. Unlike tangible movable or immovable items, that are subject to property rights (real right implying usus, fructus and abusus), digital contents are protected by copyright and the buyer does not have similar rights.

Some rules of directive 97/7/EC on distance contracts depend upon the qualification given to the object of the contract – “goods” or “services”. This condition creates the right of withdrawal period and for exceptions to the exercise of the right of withdrawal. The words “goods” or “services” are not defined by directive 97/7/EC. In the proposal for a directive on consumer rights, “goods” are any “tangible movable item […]”\footnote{Art. 2 (4) of the proposal for a directive on consumer rights.} “sales contract” is defined as “any contract for the sale of goods by the trader to the consumer including any mixed-purpose contract having as its object both goods and services”\footnote{Art. 2 (3) of the proposal for a directive on consumer rights.} and “service contract” can be considered as “any contract other than a sales contract whereby a service is provided by the trader to the consumer”\footnote{Art. 2 (5) of the proposal for a directive on consumer rights.}. With reference to these definitions, listening to a song by streaming is a “contract service” and acquiring a CD of the same song could at the very least be considered as a “sale of goods”.

Due to the discrepancies in the construction of directive’s key concepts, there is a serious lack of legal certainty. The scope of these directives needs to be clarified, by a judgement of the European Court of Justice or, better still, by a legal provision.

A distinction must be made between digital content in itself (movie, music, software, game, etc.) and the way it is provided to the recipient\footnote{For an analysis of this topic (the distinction between physical medium or other provision means, and the content – data base, software, etc. –, as well as the qualification of each element, see S. Dusollier, Droit d’auteur et protection des œuvres dans l’univers numérique, Brussels, Larcierv, 2007, p. 398 et seq.; E. Montero, La responsabilité civile du fait des bases de données, Namur, PUN, 1998, p. 238 et seq.; A. Lucas, “La responsabilité civile du fait des ‘choses immatérielles’ ”, Études offertes à Pierre Catala – Le droit privé français à la fin du XXe siècle, Paris, Litec, 2001, p. 816 et seq.) (downloading, streaming, on a physical medium, in the context of cloud computing, etc.); accordingly, a distributive application of the rules must be made. In fact, for issues directly related to the digital content itself, it is not justifiable to create “sold” on a physical medium are tangible items and admitted that the question was controversial as concerns downloading).}
any discrimination between consumers whether the “goods” or “services” are downloaded online or supplied on a CD-ROM delivered by traditional mail.

In my opinion, digital content in itself is not a “tangible” item, regardless of how it is supplied to the recipient. This content is usually protected by copyright law, which determines the rights and duties of each party. In any case, with regard to protection rules related to the contract relationship, consumers should benefit from an equivalent protection, except where features of digital content require a different treatment (see section 3 below).

Regarding the provision of digital content as such (in other words, the method used to supply digital content to recipient), some distinctions can also be made. The physical medium is a “tangible item” and it can be “sold” to a customer. Therefore, this case is covered by directive 1999/44/EC on the sales of consumer goods. It must be stressed that, in my opinion, protection rules (guarantees, conformity duties) only apply for issues with a physical medium (for instance, a defective CD-ROM)\(^{22}\). When digital contents are downloaded (to be burned on a CD-ROM by the customer themselves), whether accessed (streamed movie) or executed online (document editing software), there is no “sale” of a “tangible” item. So, it should be considered a “contract service”\(^ {23}\).

2.2 Purposes for which parties are entering into contracts

a) Application to B2C relationships

The abovementioned directives have to be observed when a contractual relationship is established between a supplier\(^ {24}\), seller\(^ {25}\), trader\(^ {26}\) or service provider\(^ {27}\), who is usually acting in their commercial or professional capacity\(^ {28}\) and a consumer\(^ {29}\), who is acting for purposes which are outside their trade, business or profession. It is easy to understand that the average consumer is the weaker party to the contract (compared to a professional)\(^ {30}\). Indeed, their lack of legal

\(^{22}\) Contra, see above, footnote 15.
\(^{23}\) In the meaning of the proposal for a directive on consumer rights.
\(^{24}\) See definition in Art. 2 (c) of directive 93/13/EEC on unfair contract terms and in Art. 2 (3) of directive 97/7/EC on distance contracts.
\(^{25}\) See definition in Art. 2 (c) of directive 93/13/EEC on unfair contract terms and in Art. 1 (2) (c) of directive 1999/44/EC on the sales of consumer goods.
\(^{26}\) See definition in Art. 2 (b) of directive 2005/29/EC on unfair commercial practices.
\(^{27}\) See definition in Art. 2 (b) of directive 2000/31/EC on electronic commerce.
\(^{28}\) For “service provider”, see footnote 32 below.
\(^{29}\) See the definition of consumer in Art. 2 (a) of directive 93/13/EEC on unfair contract terms; Art. 2 (2) of directive 97/7/EC on Distance contracts; Art. 1 (2) (a) of directive 1999/44/EC on sales of consumer goods; Art. 2 (e) of directive 2000/31/EC on electronic commerce; Art. 2 (a) of directive 2005/29/EC on unfair commercial practices.
\(^{30}\) It must be stressed that, in some specific cases, the consumer – a lawyer specialized in contract law and ICT law – could be in a stronger position than the professional (who is specialized in selling items but not in the legal issues related to his activities).
knowledge or factual data of the contract relationship is pretty obvious, as well as the unequal bargaining power – consumers can not usually negotiate the contract nor impose their own terms. In these circumstances, the professional party to the contract can take advantage from consumer’s weak position to impose unfair contract terms (unbalanced liability exemptions, for instance) or use unfair commercial practices (misleading acts or omissions and/or aggressive commercial practices). Accordingly, directives have been adopted to regulate and prohibit these practices (directives 93/13/EEC and 2005/29/EC). The weakness of the consumer, in his relationship with the professional, can also explain regulations provided by directive 97/7/EC on distance contracts and directive 2000/31/EC on electronic commerce, together with the disadvantage due to the technology used (use of a means of distance communication and services provided by electronic means).

Most directives only apply to B2C relationships. This is the case of directive 93/13/EEC on unfair contract terms, directive 97/7/EC on distance contracts, directive 1999/44/EC on the sales of consumer goods and directive 2005/29/EC on unfair commercial practices. Directive 2000/31/EC on electronic commerce has a wider scope. It applies to B2B (when the service provider and the recipient of the service are not acting for purposes which are outside their trade, business or profession) and the B2C relationship (when the service provider is acting in the course of his trade, business or profession and the recipient of the service is an individual consumer).

b) Application to C2C relationships?

In many contract relationships involving digital content, the recipient is a consumer and the provider acts in the course of his trade, business or profession. The question is to know whether the legal framework protecting consumers should apply in this case.

31 In some cases, the professional (provider) could also suffer from a lack of knowledge, for instance when the buyer acts anonymously. In any case, when the only duty of the consumer is to pay for the goods or the service, providers protect themselves against consumers’ non performance by requiring payment before the delivery of the goods or the provision of the service.

32 The definition of “service provider” does not prohibit a consumer from providing an information society service; for instance, any natural person could sell on their blog some goods found in their attic, for private purposes. In any case, taking into account the duties required by articles 10 and 11 of the directive, it may be argued that the European legislator has not considered that the service provider could be a consumer. Indeed, it appears out of proportion to require that the seller (in this example) must provide the recipient of the service, information on the “different technical steps to follow to conclude the contract” (Art. 10, 1, a), “acknowledge the receipt of the recipient’s order without undue delay and by electronic means” (Art. 11, 1) or “makes available to the recipient of the service appropriate, effective and accessible technical means allowing him to identify and correct input errors, prior to the placing of the order” (Art. 11, 2). Hence, those articles of the directive on electronic commerce only apply in B2C and B2B relationships.
Accordingly, agreements can fall within the scope of these directives. Nevertheless, in some cases, contract relationships can be established between consumers (C2C).

For instance, this can occur when a “virtual good” is acquired by a consumer, from another consumer, in a virtual world such as “Second Life”. If the agreement remains outside the scope of the abovementioned directives, protection rules (see 3 below) do not apply.

In my opinion, when the parties enter into contract, consumers should be legally protected. Indeed, they are as vulnerable or disadvantaged as consumers who are entering a contract with a party acting in the course of their trade, business or profession. Their weak position is not only a consequence of the strength of the other party acting in the course of their business activities (fully informed and in a strong bargaining position), but can also arise from the kind of service specified in the contract – digital content –, the manner in which the contract is concluded (by electronic means) and, in general, the probable lack of information.

Although the principal EU directives to protect consumers do not have to be observed in all C2C agreements, general contract law, applicable in each Member State, has to be observed (information requirements, good faith, consent, rules of proof, etc.33). Nevertheless, in most cases, these rules do not take into account the specific difficulties of the contracting parties. The parties are supposed to be on an equal playing field, but this is not the case, so the rules are not sufficient to protect consumers. If general contract law was sufficient protection, then specific EU directives would not have been enacted to protect the consumer.

Accordingly, a new legal framework, aimed at protecting consumers entering into a contract with other consumers, should be adopted. A new legal framework should be enacted to impose certain obligations (the service provider’s duty to

---

provide information, for instance) on the intermediary\textsuperscript{34}, i.e. the platform that puts the consumers in contact with one another (for instance Second Life).

Other issues could also arise. Considering the definition of “provider”, in some cases, it may be very difficult to make a distinction between persons acting in course of their trade, business or profession or outside these. How many transactions are needed to consider that selling is the day-to-day business of a natural person? The answer must be provided by Courts and Tribunals, considering the facts of the dispute and, in some borderline cases, debate will certainly occur. It must be noted that there are also tax implications.

c) Additional weakness suffered by some consumers

Some parties to the contract could also suffer from additional difficulties, compared with the average consumer. These may result from their age, mental or physical disability. Many children under the age of 18 (sometimes much younger) are connected to the internet, in blogs or social networks. They are recipients of all kinds of publicity and contracts could be concluded by minors (to get ring tones for mobile phones or to play online games, sometimes through cloud gaming services).

We can only regret that very few rules, within European legal framework, take into account this specific problem\textsuperscript{35}. Regarding legal minors specific (lack of experience, uninformed consent, and possible abuses by the other party), explicit rules should be adopted\textsuperscript{36}.


\textsuperscript{35} See Art. 5 (3) and point 28 of Annexe I of directive 2005/29/EC on unfair commercial practices.

\textsuperscript{36} On the protection of minors, see M. Demoulin, “Les mineurs et le commerce électronique : besoin de protection ou d’autonomie ? ”, Journal des Tribunaux, 2007,
2.3 Technical methods used to conclude the contracts

In our case study, contracts on digital contents are at least concluded by electronic means: by the exchange of emails, on a traditional eCommerce website or through a peer-to-peer marketplace. Contract duties of the supplier (mainly the provision of digital services) can be performed online (download, SaaS, etc.) or offline (CD-ROM sent by traditional mail). This paper focuses on the first hypothesis: contracts are concluded and performed online. Directives 93/3/EEC on unfair contract terms and 2005/29/EC on unfair commercial practices have to be observed even if this feature is not necessarily required: the use of electronic means or any other distance communication means does not limit the scope of directives. In contrast, directive 1999/44/EC on the sales of consumer goods would not apply when digital contents are provided by electronic means (see 2.1 above), whether the contract was concluded online or offline.

The scope of directive 97/7/EC is limited to contracts concluded at a distance. Directive 2000/31/EC is even more limited: services provided at a distance and by electronic means. It can be supposed that, in the opinion of European legislators, these features can be more problematic for consumers.

When contracts are concluded at a distance, i.e. without the physical presence of the supplier and the consumer together, the problematic aspects are related to the characteristics of the goods or service, which cannot be seen and verified as in a traditional shop\(^ {37} \), and to the identity of the other party to the contract. Parties do not meet each other physically, and they can not properly discuss the contract as they would have done in a supplier’s place of business, for instance an exchange of information and questions on the rights which are legally granted to them. Protection rules of directive 97/7/EC on distance contracts aims principally at reducing this informational asymmetry, because of distance communication, to ensure that the consumer provides informed consent (for these measures, see section 3 below).

In the contract relationship established at a distance and by electronic means, in addition to the aforementioned problem areas, it must be stressed that some people might not be familiar with the use of information technologies (email, internet, etc.). So, the contract relationship is not balanced because some recipients of the information society services are not able to correctly use these technologies. This is the reason why, in particular, the directive 2000/31/EC on electronic commerce requires that technical means to identify and correct recipient input errors are made available\(^ {38} \).

\(^{37}\) See Recital 14 of directive 97/7/EC on distance contracts: “whereas the consumer is not able actually to see the product or ascertain the nature of the service provided before concluding the contract […]”.

\(^{38}\) Art. 11 (2) of the directive.
3 Consumer Protection Rules

Regarding the consumer’s disadvantages, several protection rules are provided by abovementioned directives. This paper focuses on information duties and formal requirements (A), the right of withdrawal (B) and the conformity requirements and guarantees (C). The objective of this second part of the paper is to determine if protection rules are an appropriate answer to the weak position of digital content’s consumers (neither insufficient nor excessive).

With reference to the subject of the paper, further developments on the prohibition of unfair contract terms (dir. 93/13/ECC) and unfair commercial practices (dir. 2005/29/EC) do not have to be examined. These rules have to be observed in our case study but the specificities of digital content do not require a deep analysis in the event of possible amendments (to correct current legal framework).

3.1 Service provider’s duty to provide information and to fulfil formal requirements

The consumers’ weak position lies mainly in a lack of knowledge on factual and legal data of the relationship. So, in order to guarantee informed consent, information duties are imposed to the professional supplier. More precisely, in our case study, the information asymmetry is caused by the manner in which the contract relationship is established (electronic means used to conclude and perform the contract) and the object of the agreement (digital content). As mentioned before, in the directives, there is no provision especially dedicated to contracts as regards digital contents. So, this paper will analyze the service provider’s duty to provide information prescribed by directive 97/7/EC on distance contracts and directive 2000/31/EC on electronic commerce, in order to determine whether they are appropriate for digital content.

39 For instance, it could be asked if the following terms, from a provider of online edition of documents, could not be considered as unfair contract terms: “Subject to overall provision in paragraph [...] you expressly understand and agree that XXX, its subsidiaries and affiliates, and its licensors shall not be liable to you for: [...] B. any loss or damage which may be incurred by you, including but not limited to loss or damage as a result of: [...] II. any change which XXX may take to the services, or for any permanent or temporary cessation in the provision of the services (or any features within the services); the deletion of, corruption of, or failure to store, any content and other communications data maintained or transmitted by or through your use of the service”. These may indeed be considered as unfair terms which have the object or effect of “(b) inappropriately excluding or limiting the legal rights of the consumer vis-à-vis the seller or supplier or another party in the event of total or partial non-performance or inadequate performance by the seller or supplier of any of the contractual obligations” or “(k) enabling the seller or supplier to alter unilaterally without a valid reason any characteristics of the product or service to be provided” (Art. 3 (3) and annex of directive 93/13/EEC on unfair contract terms).

40 Art. 4 and 5 of directive 97/7/EC on distance contracts; Art. 5, 10 and 11 of directive 2000/31/EC on electronic commerce.
The service provider’s duty to provide information prescribed by directives 97/7/EC and 2000/31/EC concerns the identity of the supplier, the main characteristics of the goods or services, the price, and/or the rights of the consumer (right of withdrawal, information on after sales service, guarantees, etc.). The electronic commerce directive also takes into account the inaccurate use of information technologies by the recipient of the service and possible errors (they could have a connection problem and acquire the same content twice, for instance). So, this directive specifies several steps, dealing with different technical aspects that must be followed to conclude the contract and/or the technical means for identifying and correcting input errors prior to placing the order.\footnote{See Art. 10 (1) (a) and (c) of directive 2000/31/EC on electronic commerce. See also Art. 11 (2) of the same directive: “Member States shall ensure that, except when otherwise agreed by parties who are not consumers, the service provider makes available to the recipient of the service appropriate, effective and accessible technical means allowing him to identify and correct input errors, prior to the placing of the order.”}

These duties to provide information look appropriate regarding the problems due to the use of electronic means. However, we might ask if they are sufficient for the problems as regards the provision of digital content. In fact, in certain situations, the lack of knowledge could also be related to playability, interoperability or DRM (Digital Right Management) issues.\footnote{See F. Coppens, M. Demoulin, R. Robert and S. Dusollier, Digital products in the acquis communautaire in the field of consumer protection, Research study for the BEUC, 2009, p. 21 et seq.} For instance, a consumer could download a movie in a format incompatible with his current hardware or software. Furthermore, technical protection measures could prevent him from copying downloaded music, as expected. Information on these subjects is not expressly required. Pursuant to directive 97/7/EC, the consumer will be provided with information on “the main characteristics of the goods or services” but the question is whether suppliers of digital contents will include this kind of data and, in case of dispute, whether a court of justice would consider it a “main characteristic”. Some discrepancies can be expected. In any case, unless a judgement of the European Court of Justice provides a clear application of this provision, it would seem excessive to impose such a detailed information duty in directive 97/7/EC. It may be that the best approach would be to allow consumer to test digital content, in order to ensure its playability and interoperability. From a functional point of view consumer’s protection would be even more effective in this case.

In order to protect the consumer and allow their informed consent, formal requirements are prescribed at European or national level (a written contract, with specific contractual terms, for instance). Pursuant to directive 97/7/EC on distance contracts, the consumer will receive written confirmation or confirmation in another durable medium available and accessible to them of the information referred to in . . . .\footnote{Art. 5 (1) of the directive.} According to the directive on electronic commerce, “the service provider has to acknowledge the receipt of the recipient’s
order without undue delay and by electronic means”. Considering the increase of legal formalities in the last several years, legal scholars have pointed out a revival of the phenomenon of formalism, especially in consumer contracts. Taking into account this legal framework, a crucial issue arises with the development of the information society: how can one perform these formalities by electronic means in conformity with legal requirements? From a practical point of view, it is very important to provide a concrete answer to this question. As expected, to face the problem, legal scholars have forged the so-called “functional equivalent theory”: according to this theory, any technical mechanism which fulfills the same functions as the traditional formal mechanism must be recognized as a legal equivalent to the traditional mechanism. In Belgium, as well as in most European countries, legal solutions remove obstacles to the conclusion of (private or public) contracts by electronic means. These initiatives reveal a political will to recognize the advantage of IT to satisfy legal procedures. It is important to underline that, in the above examples, European legislators use a neutral terminology (acknowledge receipt, communicate information, etc.) or legal terminology especially adapted to the traditional (paper) methods or to Information technologies (durable medium).

It must be also stressed that, in most cases, information technologies do not constitute an obstacle to the fulfilment of the service provider’s information duties. Further, it is relatively easy with IT to clarify key elements (with colour, sound, specific animations, etc.) or to explain particular terms (a short movie, for instance), exploiting all the possibilities offered by new media. However, when a mobile phone is used to conclude an agreement or to acquire digital content (ring tone, games, music, etc.), one can ask if the legal requirements have to be fulfilled (or even, from a technical point of view, if they can be fulfilled).

3.2 Right of withdrawal

To protect their consent, a right of withdrawal is granted to consumers by directive 97/7/EC on distance contracts (art. 6). During a period of seven working days, consumers can withdraw from the contract without penalty or justification. If the right of withdrawal has been exercised by the consumer pursuant to legal requirements, the supplier shall be obliged to reimburse the sums paid by the consumer free of charge and, in any case, within 30 days. The right of withdrawal is a good measure to compensate the weak consumer position. If goods or services acquired at a distance do not fit with their expectations, the consumer may escape from his commitments.

Several cases, mentioned in directive 97/7/EC, do not permit the consumer to exercise their right of withdrawal. This is the case “for the provision of services if performance has begun, with the consumer’s agreement, before the end

44 Art. 11 (1) of the directive.
46 Art. 6 (2) of directive 97/7 on distance contracts.
of the seven working day period referred to in paragraph 1 or “for the supply of audio or video recordings or computer software which were unsealed by the consumer”\textsuperscript{47}. Both exceptions, which could apply to digital content, show European legislator’s objectives that are similar. If the performance of service has begun or if software, audio or video recordings are unsealed, the right of withdrawal cannot be materially exercised, taking into account the interests of both parties. Video-on-demand that has been watched cannot be returned and it would be absurd to upload (return) software (which could have been copied, for instance)\textsuperscript{48}. Accordingly, it is legitimate to exclude the right of withdrawal in these cases.

Thus the following question arises: does the conclusion of a contract on digital content at a distance change the central aspect of consumer’s informed consent, as compared to a movie, software or music acquired in a traditional shop (sale of a CD or DVD). In the affirmative, a protection measure, whose effects are equivalent to the right of withdrawal is required and should be elaborated in order to ensure informed consent. It is pretty clear to understand that the consent given to purchase a pair of shoes on a website is not sufficiently informed\textsuperscript{49}; so the consumer must have the opportunity to exercise a right of withdrawal, in particular if the size or the colour does not fit with consumer’s expectations. However, it is quite unusual that, when buying music (on CD), a movie (on DVD) or a videogame (on CD-ROM) in a traditional shop, the consumer is allowed to listen to the music, watch the movie, or play the game. So, it could be argued that such a possibility should not be granted when the same content is acquired online.

Nevertheless, it must be stressed that, thanks to the benefits of information technologies and specific features of digital contents, the objectives of the right of withdrawal could be achieved with measures currently uncovered by the law. For instance, before acquiring a song, a movie or software, the consumer could be allowed to listen to the refrain of the song; to watch the trailer of the movie or to test the software\textsuperscript{50}. At the same time, he could also check the playability and interoperability of the digital content. Moreover, in case of long term cloud computing services (cloud gaming or online editing software, for instance), a specific right of withdrawal could be granted to the consumer: more precisely the ratio legis of the first exception – provision of services if performance has

\textsuperscript{47} Art. 6 (3) of the directive. On these exceptions, see M. Demoulin, Droit des contrats à distance et du commerce électronique, Brussels, Kluwer, to be published, 2010, nr 90 et seq.

\textsuperscript{48} See also Recital 34 of the proposal for a directive on consumer rights: “in case of distance contracts for the provision of services, for which the performance begins during the withdrawal period (e.g. data files downloaded by the consumer during the period), it would be unfair to allow the consumer to withdraw after the service has been enjoyed by the consumer in full or in part. Therefore the consumer should lose his right of when the performance begins with his prior express agreement”.

\textsuperscript{49} In a traditional shop, the consumer would have had the opportunity to see the colour of the shoes and to wear them a few minutes in order to verify the size.

\textsuperscript{50} While this is not required by Law, many providers already grant this kind of service.
begun, with the consumer’s agreement, before the end of the seven working day period – is no longer justified in this case. Indeed, there is no risk of a created copy (because content has never been downloaded) and it is not unfair to allow the consumer to withdraw because the service has only been enjoyed to ensure it operates within expectations. Of course, in this case, the withdrawal period of seven working days could be discussed.

In my opinion, the legal framework should be modified to take into account this opportunities.

3.3 Conformity requirements and guarantees

As explained above, the application of protection rules prescribed by directive 1999/44/EC on the sale of consumer goods (conformity requirements and guarantees) to digital contents is controversial. A distinction was made between digital content in and of itself and the way it is delivered to the recipient (see 2.1 above).

*Digital content in itself* should never be considered as “good” within the meaning of the directive and, therefore, should be excluded from the scope of the directive. However, a lack of conformity could be suffered by the consumer.

With reference to *the way digital content is provided* to the recipient, if a problem is encountered with the physical medium, the consumer will be allowed to benefit from protection rules prescribed by directive 1999/44/EC, but if the same content is downloaded by the consumer, they will not benefit from the provisions of this directive.

Therefore, *de lege ferenda* (i.e. “where the law should act”), the possibility of introducing similar rules for “services” should be considered. For some service contracts ("contrats d’entreprise" in Belgian or French Law), remedies exist in case of lack of conformity, pursuant to general theory of contracts. Rules could be adopted at the European level.


52 In order to establish if there is a lack of conformity, the criteria of directive 1999/44/CE could be a source of inspiration, to be implemented in case of “services”. Pursuant to Article 2 (2) of the directive, “consumer goods are presumed to be in conformity with the contract if they:(a) comply with the description given by the seller and possess the qualities of the goods which the seller has held out to the consumer as a sample or model;(b) are fit for any particular purpose for which the consumer requires them and which they made known to the seller at the time of the conclusion of the contract and which the seller has accepted;(c) are fit for the purposes for which goods of the same type are normally used;(d) show the quality and performance which are normal in goods of the same type and which the consumer can reasonably expect, given the nature of the goods and taking into account any public statements on the specific characteristics of the goods made about them by the seller, the producer or their representative, particularly in advertising or on the labeling".
4 Conclusion

The overview of European legal framework protecting consumers has highlighted that, in the case of digital contents, numerous rules are presently to be observed by the parties (the service provider’s duty to provide information, the prohibition of unfair contract terms and unfair commercial practices). However, most measures do not take into account the features of digital content and the particularly weak position of consumers acquiring them. Furthermore, the scope of some directives precludes the application of numerous protecting rules in our case study (right of withdrawal, guarantees, etc.).

Where necessary, the current legal framework should be amended to ensure a high level of protection to consumers. It is also of particular importance to address the needs and requirements of professional suppliers, in order to establish a balanced solution.